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EXHIBIT A
Statement of Work No. 1

Service and Fees

This Statement of Work No. 1 (“SOW”) is entered as of October 15, 2021 (the “Effective Date”) by and between TouchPhrase
Development, LLC d/b/a Julota (“Julota”) and WHATCOM COUNTY, WA (“Customer”). Except as otherwise specifically provided
herein, the terms and conditions of the agreement between Julota and Customer dated October 15, 2021 (the “Agreement”) are
incorporated herein by reference. Any capitalized term used but not defined in this SOW shall have the meaning first assigned to it
in the Agreement.

A. Term:

The term of this SOW is set forth in Appendix 1 to this SOW.

B. License and Deliverables:

1. Services: Julota will license to Customer access to a web-based and mobile integrated software for tracking
services provided to Help Seekers on the Platform, which is called "Julota Reach." Customer and its authorized
users may access the Services for the purpose of providing long-term Health Seeker contact, tracking,
monitoring and care. Customer will, through the administration panel of Julota Reach, create and authorize new
authorized users. Julota Reach software will allow Customer and its authorized users to communicate action
steps necessary to integrate and coordinate the care of Help Seekers.

2. Authorized users: Authorized users may be individuals from Customer's organization or Care Teams and their
employees. Customer may authorize an unlimited number of authorized users to access Julota Reach through
Customer's license.

3 Usage and Storage: The amount of usage of the Hosted Services (not including enroliments) and data storage
is unlimited.

4, Excess Hosted Service Usage Fee: $0

5. Service Levels: Julota will provide general support for Julota Reach as provided for in the SLA attached as

Exhibit “B” to the Agreement.

C. Fees and Expenses:

1. Fees and expenses will be as provided in Appendix 1 to this Statement of Work.

2. Payment: All payments shall be paid within 30 days of the date on the invoice. Payments should be made payable
to “Julota” and sent to the following address:

Julota

Attention: Accounting Department
102 S. Tejon St., Suite 1100
Colorado Springs, CO 80903

Contact: accounting@julota.com

Julota may change the payment method provided it does so in writing to Customer. Payments not paid within 30
days of the date on the invoice will be charged at the lower of one and a half percent (1.5%) of the outstanding
balance per month (being 18% per annum), or the maximum rate permitted by law, from the date such payment is
due until the date paid, whichever is lower. Customer shall also pay all sums expended (including, without limitation,
reasonable legal fees) in collecting overdue payments.
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D. Schedule:
Upon execution of the Agreement and this SOW, provided the fee for the Initial Term is paid upon execution of this SOW,

Julota will commence the planning and execution of the Services with the intent of launching the Services for Customer
by _ Date TBD __.

E. Service Changes:
Julota reserves the right, in its sole discretion, to make any changes to the Services that it deems necessary or useful to:

1. maintain or enhance (i) the quality or delivery of the Services for its customers, (i) the competitive strength of
or market for Julota’s services, or (iii) the cost efficiency or performance of the Services; or

2. to comply with applicable Law.

Notwithstanding the foregoing, in no event will such Julota initiated changes result in increased cost to Customer during
the term of this SOW.

Customer understands that daily and weekly Julota initiated changes may occur without advance notice and such changes
are for the purpose of bug fixes and minor improvements.

During the term of this SOW, Julota shall provide to Customer at no additional charge the following:
1. anyand all changes that it develops with respect to the Services, unless such changes are considered optional
to the Customer and bear additional costs to Julota outside of costs for Julota initiated implementation and

development;

2. any and all changes required by federal or state governmental, or professional regulatory mandates related to
the Customer’s use of the Services; and

3. the Documentation associated with any changes.
Without limiting the foregoing, Customer may, at any time during the Term, request in writing changes to the Services.
The Parties shall evaluate the requested changes and, if agreed, implement all such requested changes in accordance
with a mutually agreed change order. No requested changes will be effective unless and until memorialized in a written
change order signed by both Parties.
F. Subcontractors:

Julota may from time to time in its discretion engage third parties to perform Services (each, a “Subcontractor”)

G. On-Site Resources:

Any Julota personnel visiting Customer’s facilities shall comply with all applicable Customer policies regarding access to,
use of, and conduct within such facilities. Customer will provide copies of such policies to Julota upon request.

H. Customer Acknowledgments:

Customer shall be responsible for purchasing, acquiring and installing all hardware associated with the Agreement and
this SOW. Customer shall also be responsible for all training. Julota has no responsibility related to any of the hardware,
including, but not limited to, in-store hardware (iPads, cables, cases, etc.). Julota may advise Customer regarding proper
deployment of Services, but such advice is without warranty and provided “As Is”.
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Appendix 1 to the Statement of Work No. 1

This Appendix 1 to the Statement of Work No. 1 (“Appendix”), except as otherwise specifically provided herein, incorporates by reference
the terms of the Agreement and the SOW. Any capitalized term used but not defined in this Appendix shall have the meaning first

assigned to it in the SOW and, to the extent not defined in the SOW, then the meaning assigned to it in the Agreement.

The terms for Julota will provide the Services according to the following:

1. Term: The “Term” of the SOW shall be from the Effective Date and ending 11:59:59 p.m. MT on 12/31/2022 (the “Initial
Term”), after which date this SOW shall automatically renew for successive 1-year periods, not to exceed five (5) years
(each, a "Renewal Term"), or until such time as either party elects not to renew this SOW by providing written notice of
non-renewal to the other party at least 60 days prior to the expiration of the Initial Term or the current Renewal Term.

2. Fees (the following fees do not include applicable taxes):

Cost for Whatcom County GRACE to extend term from 10/15/21 through 12/31/21 - 78 days

Price per Unit: Total:
Julota SaaS Licensing Fee 21.36% of a year 1 $ 6,587.00 $ 6,587.00
Julota Service Level Agreement — Basic ~ 21.36% of a year 1 $§ 513.00 $ 513.00
TOTAL GRACE FEES TO EXTEND TERM: $ 7,100.00
Recurring Annual Fees Schedule (non-refundable):
Units: | Price per Unit: Total:
Base Platform License: 1 $ 13,250.00 $ 13,250.00
CJIS Compliance: 1 $ 4,200.00 $ 4,200.00
42 CFR part 2 Compliance: 1 $ 4,200.00 $ 4,200.00
Hubs: 1 $ 5,000.00 $ 5,000.00
Trusted Partner Organizations: 10 $ 100.00 $ 1,000.00
1 Directional Interfaces 3 $ 1,200.00 $ 3,600.00
Advanced Interface with VPN (ImageTrend) 1 $ 9,200.00 $ 9,200.00
Monthly Active Clients (prior year or anticipated): 900 $  4.00 $ 3,600.00
Module—Client Notification: 0 $ 1,200.00 $ 0.00
Module—Surveys: 1 $ 600.00 $ 600.00
Module—AJA LEAD 1 $ 900.00 $ 900.00
Module—Instant Messaging: 0 $ 600.00 $ 0.0
Module—Medications: 0 $ 600.00 $ 0.0
Module—Clinical: 1 $ 900.00 $ 900.00
Module—Data Extraction: 2 $1,200.00 $2,400.00
Services — Eligibility Evaluation 300 $ 1.00 $ 300.00
Services — LEAD Triage 300 $ 1.00 $ 300.00
TOTAL RECURRING FEES: $ 49,450.00
Julota Basic Support Services:
Units: | Price per Unit: Total:
Yearly Julota Basic Support Service 1 $ 4,800.00 $ 4,800.00
Included for each Hub:
Access to Implementation Specialists up to 3 hours per month: | 1 Included Included
Help Desk access via web portal 1 Included Included
Email access 1 Included Included
Severity response for critical issues via hotline - 4 hours 1 Included Included
* Post-implementation Development time charged $225/hour 1 Included Included
YEARLY SUPPORT FEES: $ 4,800.00
Total for: Cost to extend GRACE term from 10/15/21 to 12/31/21 $ 7,100.00
Yearly Licensing Fees $ 49,450.00
Yearly Julota Basic Support Services $ 4,800.00
TOTAL = $ 61,350
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Technical support will be limited to the permissions of the Authorized User, which will be determined by the Customer
Representative pursuant to the “Protocol Authorization Form,” a sample of which is attached as “Annex A” in blank
format. The permissions will be defined in the Protocol Authorization Form. The Protocol Authorization Form will set
forth the Authorized User's permissions granted to him or her.

At the time that the Authorized User contacts the Support Desk, the Authorized Users permissions will be verified in
order to determine the scope of support that may be granted. If an Authorized User does not have sufficient
permissions (e.g., they are attempting to report an issue for an area that they do not have the authority to access,
the event will be deemed unreported).

C. Severity Levels and Response Times. The following are a description of the service levels and the service level

response times:

1.

Critical. An incident with a severity level of “Critical” is defined as one that produces an emergency situation (e.g.,
system down) in which the Services are substantially or completely non-functional or inoperable. In the event of a
Critical incident, the Authorized User shall contact the Support Desk to report the problem. If the reported event is
Critical and outside of User Support Hours, the Authorized User shall contact the Support Desk via the hotline, which
is monitored 24x7x365, excluding State and Federal holidays. The Support Desk will contact the Authorized User,
who reported the incident within four (4) hours to diagnose and begin remediation of the event and will use
commercially reasonable efforts to resolve the event as soon as is reasonably possible under the circumstances.
Any Authorized User may contact the support desk to report a Critical incident, even if the issue in question relates
to a portion of Julota that is not under the purview of the Authorized User’s permissions. In this case, the Support
Desk will take the report of the issue, but will not contact the reporting user with resolution, but instead, will contact
the Customer Representative to report resolution.

High. An incident with a severity level of “High” is defined as one that produces a detrimental situation in which the
Services are usable, but materially incomplete; performance (response time) of the Services is degraded substantially
such that there is a severe impact on use under reasonable loads; one or more mainline functions or commands is
inoperable; or the use is otherwise significantly impacted. If the reported event is a High severity, the Support Desk
will contact the Authorized User who reported the event within eight (8) User Support Hours to diagnose and begin
remediation of the event, and will use commercially reasonable efforts to resolve the event with five (5) business
days. Any authorized user may contact the support desk to report any issue, even if the issue in question relates to
a portion of Julota that is not under the purview of the authorized user’s permissions. Notwithstanding the foregoing,
if the Authorized User that reported the event is not under the purview of the Authorized User’s permissions, the
Support Desk will take the report of the issue, but will not contact the reporting user with resolution, but instead, will
contact the Customer Representative to report resolution.

Low. An incident with severity level of “Low” is defined as one that produces an inconvenient situation in which the
Services are usable but do not provide a function in the most convenient or expeditious manner and the Authorized
User suffers little or no significant impact. If the reported event is Low severity, Julota will attempt to resolve the event
in a commercially reasonable manner in future maintenance releases. Only the Authorized User may contact the
support desk to report the issue.
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EXHIBIT C
Customer Trademark Guidelines
Julota® s aregistered trademark of TouchPhrase Development, LLC

Connecting Your Community ® s a registered trademark of TouchPhrase Development, LLC
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Exhibit D

HEALTHCARE CONFIDENTIALITY COMPLIANCE AGREEMENT - HIPAA Business Associate Agreement

This HEALTHCARE CONFIDENTIALITY COMPLIANCE AGREEMENT - HIPAA Business Associate Agreement (‘HCCA” or
“Agreement’) is entered into and effective on October 15, 2021 (“Effective Date”) by and between WHATCOM COUNTY, WA
(“Customer”) and TouchPhrase Development, LLC d/b/a Julota (“Provider” or “Business Associate”).

THE PARTIES THEREFORE AGREE TO THE FOLLOWING:

1. Preamble and Definitions

1.1. The Parties hereby acknowledge for purposes of this agreement that while Customer is not a Covered Entity under
HIPAA, Customer abides by equivalent standards included in Washington State Uniform Health Care Information Act of
1991 and amendments thereto codified at R.C.W. 70.02 (“RCW 70.02"). The Parties further acknowledge for purposes of
this agreement that while Provider is not Customer’s Business Associate under HIPAA, Provider is obligated to abide by
equivalent standards included in RCW 70.02.

1.2. Pursuant to HIPAA and RCW 70.02, WHATCOM COUNTY, WA (“Customer”) a Washington State county and Julota,
or any of its corporate affiliates, (“Provider”), a Colorado limited liability company, enter into this Healthcare Confidentiality
Compliance Agreement (‘HCCA”) as of the effective date of the Software as a Service Agreement ( the “Effective Date”)
that addresses the RCW 70.02 and HIPAA requirements with respect to “business associates,” as defined under the
privacy, security, breach notification, and enforcement rules at 45 C.F.R. Parts 160 and 164 (“HIPAA Rules”) and
“contractors” as referred to in RCW 70.02. A reference in this HCCA to a section in the HIPAA Rules means the section
as in effect or as amended.

1.3. This HCCA is intended to ensure that Provider will establish and implement appropriate safeguards for the Protected
Health Information (“PHI") (as defined under the HIPAA Rules) that Provider may receive, create, maintain, use, or
disclose in connection with the functions, activities, and services that Provider performs for Customer. The functions,
activities, and services that Provider performs for Customer are defined in the Software as a Service Agreement entered
between Provider and Customer (the “Underlying Agreement”).

1.4. Pursuant to changes required under the Health Information Technology for Economic and Clinical Health Act of 2009
(the “"HITECH Act”) and under the American Recovery and Reinvestment Act of 2009 (“ARRA”), this HCCA also reflects
federal breach notification requirements imposed on Provider when “Unsecured PHI” (as defined under the HIPAA Rules)
is acquired by an unauthorized party and the expanded privacy and security provisions imposed on business associates.

1.5. Unless the context clearly indicates otherwise, the following terms in this HCCA shall have the same meaning as
those terms in the HIPAA Rules: Breach, Data Aggregation, Designated Record Set, disclosure, Electronic Media,
Electronic Protected Health Information (ePHI), Health Care Operations, individual, Minimum Necessary, Notice of Privacy
Practices, Required By Law, Secretary, Security Incident, Subcontractor, Unsecured PHI, and use.

1.6. A reference in this HCCA to the Privacy Rule means the Privacy Rule, in conformity with the regulations at 45 C.F.R.
Parts 160-164 (the “Privacy Rule”) as interpreted under applicable regulations and guidance of general application
published by the HHS, including all amendments thereto for which compliance is required, as amended by the HITECH
Act, ARRA and the HIPAA Rules.

2. General Obligations of the Parties

2.1. The Parties agree that any defined term used in this HCCA which has different meanings under HIPAA Rules and
RCW 70.02, the meaning ascribed in RCW 70.02 will govern; and further, that any defined term used in this HCCA that is
not defined in RCW 70.02, the definition included in the HIPAA Rules will govern.

page 20 of 25



DocuSign Envelope ID: SE8E654A-3D60-4A53-B516-D9BC94668489

3. General Obligations of the Provider

3.1. Provider agrees not to use or disclose PHI, other than as permitted or required by this HCCA or as Required By Law,
or if such use or disclosure does not otherwise cause a Breach of Unsecured PHI.

3.2. Provider agrees to use appropriate safeguards and comply with Subpart C of 45 C.F.R. Part 164 with respect to ePHI,
to prevent use or disclosure of PHI other than as provided for by the HCCA.

3.3. Provider agrees to mitigate, to the extent practicable, any harmful effect that is known to Provider as a result of a use
or disclosure of PHI by Provider in violation of this HCCA’s requirements or that would otherwise cause a Breach of
Unsecured PHI.

3.4. The Provider agrees to the following breach notification requirements:

(a) Provider agrees to report to Customer in writing any Breach of Unsecured PHI not provided for by the HCCA of
which it becomes aware within 5 calendar days of “discovery” within the meaning of the HITECH Act. Such notice shall
include (i) the identification of each individual whose Unsecured PHI has been, or is reasonably believed by Provider to
have been, accessed, acquired, or disclosed in connection with such Breach; (i) a description of the types of Unsecured
PHI that were involved in the Breach; (iii) any recommended steps the individual(s) whose PHI was inappropriately
disclosed should take to protect themselves from potential harm; and, (iv) a brief description of what the Provider is doing
to investigate the unauthorized access or use of PHI. In addition, Provider shall provide any additional information
reasonably requested by Customer for purposes of investigating the Breach and any other available information that
Customer is required to include to the individual under 45 C.F.R. § 164.404(c) at the time of notification or promptly
thereafter as information becomes delayed. Provider's notification of a Breach of Unsecured PHI under this Section shall
comply in all respects with each applicable provision of section 13400 of Subtitle D (Privacy) of ARRA, the HIPAA Rules
and related guidance issued by the Secretary or the delegate of the Secretary from time to time.

(b) In the event of Provider's use or disclosure of Unsecured PHI in violation of HIPAA, the HITECH Act, or ARRA,
Provider bears the burden of demonstrating that notice as required under this Section 2.4 was made, including evidence
demonstrating the necessity of any delay, or that the use or disclosure did not constitute a Breach of Unsecured PHI.

3.5. Provider agrees, in accordance with 45 C.F.R. §§ 164.502(e)(1)(ii) and 164.308(b)(2), if applicable, to require that
any Subcontractors that create, receive, maintain, or transmit PHI on behalf of the Provider agree in writing to the same
restrictions, conditions, and requirements that apply to the Provider with respect to such information.

3.6. Provider agrees to make available PHI in a Designated Record Set to Customer as necessary to satisfy Customer’s
obligations under 45 C.F.R. § 164.524 and RCW 70.02.080.

(a) Provider agrees to comply with an individual’s request to restrict the disclosure of their personal PHI in a manner
consistent with 45 C.F.R. § 164.522, except where such use, disclosure, or request is required or permitted under
applicable law.

(b) Provider agrees that when requesting, using, or disclosing PHI in accordance with45 C.F.R. § 164.502(b) (1) that
such request, use, or disclosure shall be to the minimum extent necessary, including the use of a “limited data set” as
defined in 45 C.F.R. §164.514(¢)(2), to accomplish the intended purpose of such request, use, or disclosure, as interpreted
under related guidance issued by the Secretary from time to time.

3.7. Provider agrees to make any amendments to PHI in a Designated Record Set as directed or agreed to by the
Customer pursuant to 45 C.F.R. § 164.526 or RCW 70.02.100, or take other measures as necessary to satisfy Customer’s
obligations under 45 C.F.R. § 164.526 and RCW 70.02.100.

3.8. Provider agrees to maintain and make available the information required to provide an accounting of disclosures to
Customer as necessary to satisfy Customer’s obligations under 45 C.F.R. § 164.528 and RCW 70.02.020.

3.9. Provider agrees to make its internal practices, books, and records, including policies and procedures regarding PHI,
relating to the use and disclosure of PHI and Breach of any Unsecured PHI received from Customer, or created or received
by the Provider on behalf of Customer, available to Customer (or the Secretary) for the purpose of Customer or the
Secretary determining compliance with the Privacy Rule (as defined in Section 8).
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3.10. To the extent that Provider is to carry out one or more of Customer’s obligation(s) under Subpart E of 45 C.F.R. Part
164, Provider agrees to comply with the requirements of Subpart E that apply to the Customer in the performance of such
obligation(s).

3.11. Provider agrees to account for the following disclosures:

(a) Provider agrees to maintain and document disclosures of PHI and Breaches of Unsecured PHI and any information
relating to the disclosure of PHI and Breach of Unsecured PHI in a manner as would be required for Customer to respond
to a request by an individual or the Secretary for an accounting of PHI disclosures and Breaches of Unsecured PHI.

(b) Provider agrees to provide to Customer, or to an individual at Customer’s request, information collected in
accordance with this Section 2.11, to permit Customer to respond to a request by an individual or the Secretary for an
accounting of PHI disclosures and Breaches of Unsecured PHI.

(c) Provider agrees to account for any disclosure of PHI used or maintained as an Electronic Health Record (as defined
in Section 5) (“EHR”) in @ manner consistent with 45 C.F.R. § 164.528 and related guidance issued by the Secretary from
time to time; provided that an individual shall have the right to receive an accounting of disclosures of EHR by the Provider
made on behalf of the Customer only during the three years prior to the date on which the accounting is requested from
Customer.

(d) In the case of an EHR that the Provider acquired on behalf of the Customer as of January 1, 2009, paragraph (c)
above shall apply to disclosures with respect to PHI made by the Provider from such EHR on or after January 1, 2014. In
the case of an EHR that the Provider acquires on behalf of the Customer after January 1, 2009, paragraph (c)above shall
apply to disclosures with respect to PHI made by the Provider from such EHR on or after the later of January 1, 2011 or
the date that it acquires the EHR.

3.12. Provider agrees to comply with the “Prohibition on Sale of Electronic Health Records or Protected Health
Information,” as provided in section 13405(d) of Subtitle D (Privacy) of ARRA, and the “Conditions on Certain Contacts as
Part of Health Care Operations,” as provided in section 13406 of Subtitle D (Privacy) of ARRA and related guidance issued
by the Secretary from time to time.

3.13. Provider acknowledges that, effective on the Effective Date of this HCCA, it shall be liable under the civil and criminal
enforcement provisions set forth at 42 U.S.C. 1320d-5 and 1320d-6, as amended, for failure to comply with any of the use
and disclosure requirements of this HCCA and any guidance issued by the Secretary from time to time with respect to
such use and disclosure requirements.

4, Permitted Uses and Disclosures by Provider.

4.1. General Uses and Disclosures. Provider agrees to receive, create, use, or disclose PHI only in a manner that is
consistent with this HCCA, RCW 70.02, the Privacy Rule, Security Rule (as defined in Section 5), the Underlying
Agreement, and only in connection with providing services to Customer; provided that the use or disclosure would not
violate the Privacy Rule, including 45 C.F.R. § 164.504(e), if the use or disclosure would be done by Customer. For
example, the use and disclosure of PHI will be permitted for “treatment, payment and health care operations,” in
accordance with the Privacy Rule.

4.2. Provider may use or disclose PHI as Required By Law.

4.3. Provider agrees to make uses and disclosures and requests for PHI: Consistent with Customer’s Minimum Necessary
policies and procedures.

4 4. Provider may not use or disclose PHI in a manner that would violate Subpart E of 45 C.F.R. Part 164 if done by the
Customer.

4.5. Specific Other Uses and Disclosures:

(a) Except as otherwise limited in this HCCA, Provider may use PHI to provide Data Aggregation Services to Customer
as permitted by HIPAA.
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(b) Except as otherwise provided in this HCCA, Provider may use PHI for its proper management and administration
or to carry out its legal responsibilities as permitted under applicable law.

c) Provider may use PHI to report violations of law to appropriate federal and state authorities, consistent with 45
C.F.R. § 164.502(j)(1).

(d) Pursuant to the Underlying Agreement, Provider is authorized to use PHI to de-identify the information in accordance
with 45 C.F.R. § 164.514(a)-(c) as Resultant Data (as defined in the Underlying Agreement) solely for the purpose of
providing services to Customer.

5. OBLIGATIONS OF CUSTOMER

5.1. Customer shall:

(a) Notify Provider of any restriction to the use or disclosure of PHI that Customer has agreed to or is required to abide
by under 45 C.F.R. § 164.522, to the extent that such restriction may affect Provider’s use or disclosure of PHI under this
HCCA.

(b) Notify Provider of any changes in or revocation of permission by an individual to use or disclose PHI, if such change
or revocation may affect Provider’s permitted or required uses and disclosures of PHI under this HCCA.

(c) Customer shall not request Provider to use or disclose PHI in any manner that would not be permissible under the
Privacy and Security Rule if done by Customer, except as provided under Section 3 of this HCCA.

6. Compliance with Security Rule

6.1. Provider shall comply with the HIPAA Security Rule, which shall mean the Standards for Security of Electronic
Protected Health Information at 45 C.F.R. Part 160 and Subparts A and C of Part 164, as amended by ARRA and the
HITECH Act. The term “Electronic Health Record” or “EHR” as used in this HCCA shall mean an electronic record of
health-related information on an individual that is created, gathered, managed, and consulted by authorized health care
clinicians and staff.

6.2. In accordance with the Security Rule, Provider agrees to:

(a) Implement the administrative safeguards set forth at 45 C.F.R. § 164.308, the physical safeguards set forth at 45
C.F.R. § 164.310, the technical safeguards set forth at45 C.F.R. § 164.312, and the policies and procedures set forth at
45 C.F.R. § 164.316 to reasonably and appropriately protect the confidentiality, integrity, and availability of the ePHI that
it creates, receives, maintains, or transmits on behalf of Customer as required by the Security Rule. Provider
acknowledges that, effective on the Effective Date of this HCCA, (a) the foregoing safeguards, policies, and procedures
requirements shall apply to Provider in the same manner that such requirements apply to Customer, and (b) Provider shall
be liable under the civil and criminal enforcement provisions set forth at 42 U.S.C.1320d-5 and 1320d-6, as amended from
time to time, for failure to comply with the safeguards, policies, and procedures requirements and any guidance issued by
the Secretary from time to time with respect to such requirements;

(b) Require that any agent, including a Subcontractor, to whom it provides such PHI agrees in writing to implement
reasonable and appropriate safeguards no less stringent than the obligations of Provider described herein to protect the
PHI; and
(c) Report to the Customer any Security Incident of which it becomes aware within five calendar days.
7. Indemnification
7.1. Provider will indemnify, hold harmless and defend Customer for any third party claims, losses, liabilities, costs and

expenses (including attorney fees) incurred as a result or arising directly or indirectly out of or in connection with (a) any
breach, or non-fulfillment of any undertaking on the part of Provider under this HCCA; (b) any claims, demands, awards,
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judgments, actions, penalties, and proceedings made by any person or organization, arising out of Provider’s obligations
under this HCCA,; and (c) a breach of unsecured PHI caused by Provider or its subcontractors or agents.

8. Term and Termination

8.1. This HCCA shall be in effect as of the date first written above, and shall terminate on the earlier of the date that:
(a) Either party terminates for cause as authorized under Section 10.

(b) All of the PHI received from Customer, or created or received by Provider on behalf of Customer, is destroyed or
returned to Customer. If it is not feasible to return or destroy PHI, protections are extended in accordance with Section 5.

(c) Upon either party’s knowledge of material breach by the other party, the non-breaching party may immediately
terminate this HCCA upon written notice to the non-breaching party. Alternatively, the non-breaching party may provide
an opportunity for the breaching party to cure the breach or end the violation. If the breaching party does not cure the
breach or end the violation within a reasonable timeframe not to exceed 30 days from the notification of the breach, or if
a material term of the HCCA has been breached and a cure is not possible, the non-breaching party may terminate this
HCCA and the Underlying Agreement, upon written notice to the other party.

8.2. Upon termination of this HCCA for any reason, the parties agree that Provider, with respect to PHI received from
Customer, or created, maintained, or received by Provider on behalf of Customer, shall:

(a) Retain only that PHI that is necessary for Provider to continue its proper management and administration or to carry
out its legal responsibilities.

(b) Return to Customer or, if agreed to by Customer, destroy the remaining PHI that the Provider still maintains in any
form.

(c) Continue to use appropriate safeguards and comply with Subpart C of 45 C.F.R. Part 164 with respect to ePHI to
prevent use or disclosure of the PHI, other than as provided for in this Section 5, for as long as Provider retains the PHI.

(d) Not use or disclose the PHI retained by Provider other than for the purposes for which such PHI was retained and
subject to the same conditions set out at Section 3.5 above which applied prior to termination.

(e) Return to Customer or, if agreed to by Customer, destroy the PHI retained by Provider when it is no longer needed
by Provider for its proper management and administration or to carry out its legal responsibilities.

(f) Recover any PHI in possession if its subcontractors or agents. If it is not feasible for Provider to obtain, from any
subcontractor or agent any PHI in possession of the subcontractor or agent, the Provider must provide a written
explanation to Customer and require the subcontractors and agents to agree to extend any and all protection, limitation
and restrictions contained in this HCCA, and to limit any further uses and/or disclosures to purposes that make the return
or destruction of the PHI infeasible.

If the destruction of PHI is reasonably determined to be infeasible by Provider, Provider shall notify Customer in writing.
Such notification shall include (i) a statement that the Provider has determined that it is not feasible to return or destroy
the PHI in its possession, and (ii) the specific reason for such determination. If the determination is made that return or
destruction of PHI is not feasible, Provider agrees to extend any and all protections, limitation and restrictions contained
in this HCCA to such PHI and shall take appropriate measures to segregate or protect the remaining PHI from further
uses and/or disclosures.

8.3. The obligations of Provider under this Section 7 shall survive the termination of this HCCA.
9. MISCELLANEOUS
9.1. The parties agree to take such action as is necessary to amend this HCCA to comply with the requirements of the

Privacy Rule, the Security Rule, HIPAA, ARRA, the HITECH Act, the HIPAA Rules, RCW 70.02, and any other applicable
law.
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